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Modalita di accesso alla posta elettronica di Ateneo
(aggiornato al 1/10/2025)

E’ possibile utilizzare la posta elettronica istituzionale personale nelle seguenti modalita:

collegandosi via web all'indirizzo My-@Studenti oppure all‘indirizzo della vecchia posta
(che a partire dal 1 Gennaio 2026 sara disattivata ) https://posta.unina.it

attraverso il programma Microsoft Outlook, disponibile sia per sistemi Windows sia per
sistemi Apple Mac

attraverso la app Outlook per dispositivi mobili, come smartphone e tablet, disponibile
gratuitamente sia per sistemi Android sia per sistemi Apple iOS

configurando in modalita Exchange (quella nativa del sistema di posta) programmi come
ad esempio Mail per Mac. La configurazione di Mail per Mac in modalita IMAP/POP3 non
supporta i criteri di sicurezza richiesti dal sistema di posta elettronica di Ateneo

utilizzando programmi che supportano sia i protocolli IMAP/POP3 sia i criteri di sicurezza
del sistema di posta elettronica di Ateneo, come Mozilla Thunderbird.

In caso di difficolta ad accedere alla posta elettronica di Ateneo da dispositivi mobili, come
smartphone e tablet, & necessario rimuovere la configurazione dell’account e ricrearla all’interno
della stessa app (ad esempio il programma email preinstallato nel dispositivo mobile)
selezionando, se disponibile, la modalita Office365, oppure la modalita Exchange.

Parametri per la configurazione in modalita IMAP e POP3

Indirizzo server posta in ingresso: outlook.office365.com
Porta per protocollo IMAP: 993 (CONSIGLIATO)

Porta per protocollo POP3: 995

Sicurezza della connessione: SSL/TLS

Metodo di autenticazione: OAuth2 (*)

Nome utente: identitadigitale@studenti.unina.it

Indirizzo server posta in uscita (SMTP): smtp.office365.com
Porta: 587
Sicurezza della connessione: STARTTLS


https://outlook.com/owa/condividi.unina.it
https://outlook.office.com/
https://posta.unina.it/
http://studenti.unina.it/
http://studenti.unina.it/

Metodo di autenticazione: OAuth2 (*)
Nome utente: identitadigitale@studenti.unina.it

(*) Le credenziali vengono richieste in una finestra contenente la pagina di autenticazione di
Ateneo.
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Accedi

prova@example.com

In caso di mancato accesso verificare di aver messo
utente completo di @unina.it o @studenti.unina.it.
Leggere ed eseguire attentamente le istruzioni qui
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Come verificare le impostazioni

Impostazioni per Mozilla Thunderbird

Aprire le “impostazioni account”, verificare “impostazioni server” e “server in uscita (SMTP)”

identitadigitale@studenti.unina.it | [ = 1

+ Nuove >

@J Allegati > A
Modifica X b 8 »
Trova >
Stampa... Ctrl+P
Salva come >

xBE¥ alRde

<
O

Svuota Cestino

Componenti aggiuntivi e temi
Impostazioni account

Preferenze

identitadigitale@studenti.unina.it

Impostazioni server

Cartelle e copie

Composizione e indirizzi

Posta indesiderata
Sincronizzazione e archiviazione
Crittografia end-to-end

Ricevute di ritorno

v [OCartelie locali

Posta indesiderata

Spazio su disco

e identitadigitale@studenti.unina.it

Impostazioni server

Cartelle e copie

Composizione e indirizzi

Posta indesiderata
Sincronizzazione e archiviazione
Crittografia end-to-end

Ricevute di ritorno

~ DCartelle locali

Posta indesiderata

Spazio su disco

) Server in uscita (SMTP)

Impostazioni server

Tipo di server: Server posta IMAP

Nome sever: | outlook.office365.com

Nome utente: | jdentitadigitale@studenti.unina.it

Impostazioni di sicurezza

Sicurezza della connessione:  SSL/TLS

Metodo di autenticazione: OAuth2

Impostazioni server (SMTP) in uscita

Nella gestione delle proprie identita & possibile utilizzare un server della lista seguente

993 [ £ | predefinito: 993

selezionandolo come Server in uscita (SMTP) o lasciare il predefinito selezionando "Server

predefinito”.

Office365 (Microsoft) - smtp.office365.com (Predefinito)

Dettagli del server selezicnato:

Descrizione: Office365 (Microsoft)

Nome server: smtp.office365.com

Porta: 587

Nome utente: | identitadigitale@studenti.unina.it

Metodo di autenticazione: OAuth2
Sicurezza della connessione: STARTTLS



